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Filen ovan &r tillagd som en bilaga, alternativt nérarelaterad till de évriga. Den &r, tillsammans med 6vrigafiler en del av det signerade dokumentet. Filen kan 6ppnas
eller laddas ner av samtliga parter, filformatet kan ibland kréva ett specifikt dataprogram som anvandaren behdver ladda ner for att kunna se filen.



Verlfl kat Status: Signerat av ala

Titel: Foreléggande om vite Skapat: 2021-01-25
ID: f46d8e20-5eee-11eb-h8e9-ab28efe0c83f

Underskrifter

Krister Persson 2120000217

Krister Persson

krister.persson@norrtalje.se

Signerat: 2021-01-25 10:26 BanklD KRISTER PERSSON

Filer

Titel Filnamn Storlek
Foreldggande om vite.docx Forel&ggande om vite.docx 86.6 kB
Handel ser

Datum Tid Handelse

2021-01-25 10:23 Skapat | viaAPI.

2021-01-25 10:26 Signerat | Krister Persson, Krister Persson

Genomfort med: BanklD av KRISTER PERSSON. |P: 2.248.79.61

Verifikat utférdat av Egreement AB

Detta verifikat bekraftar vilka parter som har signerat och innehdller relevant information for att verifiera parternas identitet samt
relevanta handelser i anglutning till signering. Till detta finns separata datefiler bifogade, dessainnehdller kompletterande information av
teknisk karaktar och styrker dokumentens och signaturernas akthet och validitet (for tkomst till filerna, anvand en PDF-l&sare som kan
visa bifogade filer). Hash &r ett fingeravtryck som varje individuellt dokument far for att sakerstélla dess identitet. For mer information,
se bifogad dokumentation.

Verifikation, version: 1.12
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Föreläggande om vite



Med hänvisning till Norrtälje kommuns avtal ”Skolskjuts med större bussar” gällande skolskjuts med större bussar, dnr BSN 2019-136, inkommer Norrtälje kommun med föreläggande om vite på totalt 1 310 000 kr jämte ränta. 



[bookmark: _GoBack]Grund



Bergkvara buss har vid flertalet tillfällen tankat fossil diesel vilket strider mot vad som står i avtalet. De har även saknats automatisk släckningsutrustning i motorutrymme.



I enlighet med avtalet ska krav på vite utkrävas vid dessa brister med 5 000 kr per tillfälle. 

1.	Tankat fossil diesel vid 94 tillfällen (varje tillfälle är förenat med vite á 5 000 kr). 

2.	Fordon som saknat automatisk släckningsutrustning i motorutrymme 168 tillfällen (varje tillfälle är förenat med vite á 5 000 kr).



	

Norrtälje kommun emotser betalning av aktuellt vite inom 30 (trettio) kalenderdagar från dagens datum.
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Med vänlig hälsning







_________________

Krister Persson tf upphandlingschef
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[ {
  "agreementId" : "f46d8e20-5eee-11eb-b8e9-ab28efe0c83f",
  "agreementName" : "Föreläggande om vite",
  "agreementVersion" : "1.12",
  "agreementFiles" : [ {
    "fileName" : "Föreläggande om vite.docx",
    "fileMimetype" : "application/vnd.openxmlformats-officedocument.wordprocessingml.document",
    "fileSize" : "86593",
    "fileTitle" : "Föreläggande om vite.docx",
    "fileHash" : "9cd4cb8ffbd44c11ab7801a2017e51c3ce8f748613852e0e1454b8eaeb9de748",
    "fileId" : "f46fd810-5eee-11eb-9b5d-43d7e31fea35"
  } ],
  "signees" : [ {
    "personName" : "Krister Persson",
    "country" : "SE",
    "orgName" : "Krister Persson",
    "personSurname" : "Persson",
    "orgNr" : "2120000217",
    "personGivenName" : "Krister",
    "email" : "krister.persson@norrtalje.se"
  } ],
  "time" : "2021-01-25T10:23:21.000+0100",
  "type" : "api",
  "user" : {
    "personName" : "API API_KEY",
    "orgName" : "e-Avrop AB",
    "ipAddress" : "10.0.57.12",
    "orgNr" : "5565338133"
  },
  "eventId" : 12,
  "eventClass" : "agreement_created",
  "id" : "f79051f0-5eee-11eb-8f3b-cb234b2bc474"
}, {
  "id" : "2552cc30-5eef-11eb-8204-a36f41f8e32e",
  "time" : "2021-01-25T10:24:38.000+0100",
  "eventId" : 20,
  "eventClass" : "agreement_viewed",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "2.248.79.61"
  },
  "type" : "web",
  "partyInfo" : {
    "personName" : "Krister Persson",
    "country" : "SE",
    "orgName" : "Krister Persson",
    "personSurname" : "Persson",
    "orgNr" : "2120000217",
    "personGivenName" : "Krister",
    "email" : "krister.persson@norrtalje.se"
  }
}, {
  "signeeInfo" : {
    "personName" : "Krister Persson",
    "country" : "SE",
    "orgName" : "Krister Persson",
    "personSurname" : "Persson",
    "orgNr" : "2120000217",
    "personGivenName" : "Krister",
    "email" : "krister.persson@norrtalje.se"
  },
  "signingMetadata" : {
    "personNr" : "197106274157",
    "personSurname" : "PERSSON",
    "signature" : "<?xml version="1.0" encoding="UTF-8" standalone="no"?><Signature xmlns="http://www.w3.org/2000/09/xmldsig#"><SignedInfo xmlns="http://www.w3.org/2000/09/xmldsig#"><CanonicalizationMethod Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></CanonicalizationMethod><SignatureMethod Algorithm="http://www.w3.org/2001/04/xmldsig-more#rsa-sha256"></SignatureMethod><Reference Type="http://www.bankid.com/signature/v1.0.0/types" URI="#bidSignedData"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>TuLwEQ3sC2fLaSFnhilu5M1Rgj+p2NEiDTFucXKbynY=</DigestValue></Reference><Reference URI="#bidKeyInfo"><Transforms><Transform Algorithm="http://www.w3.org/TR/2001/REC-xml-c14n-20010315"></Transform></Transforms><DigestMethod Algorithm="http://www.w3.org/2001/04/xmlenc#sha256"></DigestMethod><DigestValue>rhbaJuwhPvgQ1isNQStrx6ojUsYbtbkwcjh21lg75H8=</DigestValue></Reference></SignedInfo><SignatureValue>J3hhLsf2Tl78KWbQbT8/OVY8nguvw44ZYE32OLxE/MlRYRInE9PvFyNLJn93JVQnebn/51ZkLZ1B4bunk8Wj7F6f1+3lmsicg0TDqiaDMv7q2t1jkO2Vi/ljtR9tVzV4RWWfYlCmx5bvA35TpnQzR2Os6bhHPhxe/FEU7U6NyHEbYTUWD91xX2BMdKwMF3dBWIToIpwyVEQBShJABv3XY2rMQTdZhQkx6/o/Y3ihA9KCgcC6/FfHgBrDuHr6fKpmy4HShdR/PH94ILXWZWxM8u3CeiRJShkPkt+YBlbtGvqFFQw85fqFxAK7IATN3zOCgjj3oimKUcqquDwrHwlvoQ==</SignatureValue><KeyInfo xmlns="http://www.w3.org/2000/09/xmldsig#" Id="bidKeyInfo"><X509Data><X509Certificate>MIIFTjCCAzagAwIBAgIIaHTOw7Wtf6EwDQYJKoZIhvcNAQELBQAwbTELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTETMBEGA1UEBRMKNTAyMDE3Nzc1MzEsMCoGA1UEAwwjU3dlZGJhbmsgQ3VzdG9tZXIgQ0EzIHYxIGZvciBCYW5rSUQwHhcNMjAwMzAyMjMwMDAwWhcNMjMwMzAzMjI1OTU5WjCBuDELMAkGA1UEBhMCU0UxGzAZBgNVBAoMElN3ZWRiYW5rIEFCIChwdWJsKTEQMA4GA1UEBAwHUEVSU1NPTjEQMA4GA1UEKgwHS1JJU1RFUjEVMBMGA1UEBRMMMTk3MTA2Mjc0MTU3MTcwNQYDVQQpDC4oMjAwMzAzIDE5LjU5KSBLUklTVEVSIFBFUlNTT04gLSBNb2JpbHQgQmFua0lEMRgwFgYDVQQDDA9LUklTVEVSIFBFUlNTT04wggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQDYbkhmK/zXi+19LfXtwimZY0LhvQDJJFEMXJy/j/+DPEQMnfpFOh0ZRfosUnWn10EMuPgPnQ8D8/6WDMScXMrbBkj1QEn3jqRLqfZDgOjRL9s8wE23kZVSTlsq3bdrr6HRjrD86zBMQbfOCZ/svW3ws3nLzAX0+AOK6675wFp+G6OcS1VQ2fELQte/XMtq1fdm0/Qdvtc8TC1rbo3nROQXj601ps/vKpC+b2WoiiQCKytzV4QZoHHMHi8Css0ezWjIjUxPyRc5OjY9RwUt5+CLpqeTYgrZqXL7Svu+BN1FdSXZrv6ANFzEhPx0xcGaKe3GmD3MMT6hk22j5F40NBVVAgMBAAGjgaUwgaIwOwYIKwYBBQUHAQEELzAtMCsGCCsGAQUFBzABhh9odHRwOi8vb2NzcC5yZXZvY2F0aW9uc3RhdHVzLnNlMBMGA1UdIAQMMAowCAYGKoVwTgEFMA4GA1UdDwEB/wQEAwIGQDAfBgNVHSMEGDAWgBR3pAjWrr10I/gDw9fZXmj4IG3CMjAdBgNVHQ4EFgQUXC9yS4zdP5sVUAZYYewkIucsduUwDQYJKoZIhvcNAQELBQADggIBAJzx5t4s1IpwkLTsVu7A3sXQ5HnEX8mKttAgSzScRMdkic24dqpPWlOj6yvUsR+MvBNlU5uO19KJBCldsPKWsb0pkvj8Zly+RuQdqZCC2iB4VGlkOtBP+UDKQVeEEvB2nx5wiEs/QTurlznG+yWGeQAxxrU9oIW3so3E9LZb7t7V7zJFClIq+EUvEtS6VuA7YdqiZaj7otHXVe3XHAHwmWqpBU+b5yFdimpgpCDg0KbavMA3D4DEAJWjr7PfdTiwYgr4RCW3gwZ4s2n/iY5wXWuiJZFrRWkQ3Sy8M8pS11hzfs5qRYNUHUYnEKMGM1pdiaqAxaEf1LUKMVjGdRWu05okfYgdULuGt3X1TKwofruWGxd/9Oap3MO4aNa65NxdN+2uoBLnoyeC9IeqsxZs/ZvrTjYnwOpb4DUyCqs9g4G6V1ff70drq6eqfzOuPr1Rwigzx5vp+/jf4f7JeWrZiIZIhpeGemJLh1mjCzL42FbKA0udFm0Wwqbz5oRs8GcypPyGdTfXHAlsO8uFQJM5i3j1TWxQmC0UCJi8pb+hBtAK/i/3OrgxY3LitzmYyQFFCIZwIOykpkleERHvtXPUWobc0S/vMj5fjmcLetmONFjY9+FiAk0TSaL7fUEGIXQCvKeFtJ9IAMryvrJeL4F4S7cs9Bwjcfuv7hA9PWeXpkt7</X509Certificate><X509Certificate>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</X509Certificate><X509Certificate>MIIFwDCCA6igAwIBAgIIA7sLQTEhzuowDQYJKoZIhvcNAQENBQAwYzEkMCIGA1UECgwbRmluYW5zaWVsbCBJRC1UZWtuaWsgQklEIEFCMR8wHQYDVQQLDBZCYW5rSUQgTWVtYmVyIEJhbmtzIENBMRowGAYDVQQDDBFCYW5rSUQgUm9vdCBDQSB2MTAeFw0xMjEyMDcxMjMyMzZaFw0zNDEyMzExMjMyMzZaMGMxCzAJBgNVBAYTAlNFMRswGQYDVQQKDBJTd2VkYmFuayBBQiAocHVibCkxEzARBgNVBAUTCjUwMjAxNzc3NTMxIjAgBgNVBAMMGVN3ZWRiYW5rIENBIHYxIGZvciBCYW5rSUQwggIiMA0GCSqGSIb3DQEBAQUAA4ICDwAwggIKAoICAQDanSe+brJr2kv/upfVQ7epGyABX17jcSydbhYVQXaGsNFb81FBJ+apxU9/1aJYcB+HiDD1rz2HtpRZEzLlTrB5By+9lAfaK1dwidPgS4LZrsP/tdvSS25rGAmsA3HiuX2QJIP8zj0kH3LX37fgdd338xpxVenpHUq5DmrQO+dfNOBSQGSDJMRpjqNxE5YyddDYJpUc10yXZ6mbDxBohhHYyduQKV1YMzTppwLmaTKAUuG9p3JgfGfUyCz/gsTFVoa5lVUTGTQzLI8eEX7GaeigXwRUsGLpaKQQ+l56wagrOKsSqYh3SbVE+MSk2p32Nle1hj/XYECtUMxnVWWkpQQD9dcTZxMXFK770waj7+kAbKP2j6iP3aHimZqjpEkQ2LBWW9R+VKuACmJfTW/npZk2VzIxDHCCHq8t1cwuTTS0vgLoFgXIphyhWIcQeT6aLNmT0ePBHccpMuR6PoGxHeW1S4LSOAxFA0C2KC6zyIQv20WPptToc3eDU9267xJM5MO81FpwuE6bgRLg5/zu5jxef/CMJfRc79cRHhWMXVvFmFNEFuLdWiUwvBZjQopryi+oKvxO2x4SyR99EpIEZkef1y2KZgq+8PYY2Y/M2wkUY+HJwzhwueznvzr2NIWY2fsS9pzvADofEw3SxdseMv6HOl1rYtV45RkqEy1nsFjWLQIDAQABo3gwdjAdBgNVHQ4EFgQUeD1BKGM417KFRrjY+hzI5KTd2sMwDwYDVR0TAQH/BAUwAwEB/zAfBgNVHSMEGDAWgBRnirqy6kgcevU7aDcncgbrkWPLUzATBgNVHSAEDDAKMAgGBiqFcE4BATAOBgNVHQ8BAf8EBAMCAQYwDQYJKoZIhvcNAQENBQADggIBAAY3c6oDd/QuDjcPAmk/hxt8eYyMEzgS4MUBDFAEaIM4657EKEp0xU6JxIFpoF5/RdyW//jvViqA3rbUWYnoACz09oiCQgjnaZJgHDOQ+t6g+kV2VnEJGGo/UD6xcnJCFmdkEKwxg4nj/kb1VRtPjZiwAKo1aR1CjVSi9KEAUinQzW3HMnxCX9sc9Zi8xEfrBSVkh2hU6YJ3iMb8UTGWuG22DRByd34SMCI2cQOYXVz2Md5jzKwMMrKXijBXHmMSThFlPnGcRvhqCv327Wk1SXPO5z2kZJEH57tTMj6E01HaFgCsgajzaNnZ8jAE4JMHqleA2VWcHAXj8mrHHGUVlLz7W6RGAxyspOCxtJxI1AQMIPXdhZBB1x4poiGuDV8MI7CFgwand+1lmm7kmjgYnPRKNuGKO5CtOFfvl653aktEcUbRSiw9/uemo5NI4PX4sWzUm3/aDokSOGaTfRO8pbmjNBSimWE245D4/GsCrGuP6E2MvkUixSOATxx7casPqkllVO6zyLRWrS7zhAxQoxR8NqCnRQoUoa93O5tgsi1BcSenhrtSaCi3fvVmY+6VHNb8HQi/lGnzTtX3gVIuDHqW/j2q9k2Kt8jyqxuHPIG+Iqlls2lSaGp0Op3KXQYcb8b+1MgGtMhezsrjZNFLDqvhJAJ2zV1rlguS9WBWp+qW</X509Certificate></X509Data></KeyInfo><Object><bankIdSignedData xmlns="http://www.bankid.com/signature/v1.0.0/types" Id="bidSignedData"><usrVisibleData charset="UTF-8" visible="wysiwys">SmFnIHVuZGVydGVja25hcjogIkbDtnJlbMOkZ2dhbmRlIG9tIHZpdGUiIApJRDogZjQ2ZDhlMjAtNWVlZS0xMWViLWI4ZTktYWIyOGVmZTBjODNmCkRhdHVtOiAyMDIxLTAxLTI1Cgo=</usrVisibleData><usrNonVisibleData>LS0tLS0tLS0tLQpJbm5laMOlbGw6CgoiRsO2cmVsw6RnZ2FuZGUgb20gdml0ZS5kb2N4Igo5Y2Q0IGNiOGYgZmJkNCA0YzExIGFiNzggMDFhMiAwMTdlIDUxYzMgY2U4ZiA3NDg2IDEzODUgMmUwZSAxNDU0IGI4ZWEgZWI5ZCBlNzQ4Ci0tLS0tLS0tLS0=</usrNonVisibleData><srvInfo><name>Y249RWdyZWVtZW50IEFCLG5hbWU9RWdyZWVtZW50LHNlcmlhbE51bWJlcj01NTY3MDA0Mzk0LG89RGFuc2tlIEJhbmsgQVMgRGFubWFyayBTdmVyaWdlIGZpbGlhbCxjPVNF</name><nonce>A70ATe70UgOBZqtjvi2n8mMIHC8=</nonce><displayName>RWdyZWVtZW50</displayName></srvInfo><clientInfo><funcId>Signing</funcId><version>Ny4yMS4w</version><env><ai><type>QU5EUk9JRA==</type><deviceInfo>MTE=</deviceInfo><uhi>jtEgsQSqLmsyauBoaCq7UtGk4L0=</uhi><fsib>0</fsib><utb>cs1</utb><requirement><condition><type>CertificatePolicies</type><value>1.2.752.78.1.5</value></condition></requirement><uauth>pw</uauth><token>token-not-used</token></ai></env></clientInfo></bankIdSignedData></Object></Signature>",
    "ocspResponse" : "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",
    "signatureMethod" : "bankid-otherunit",
    "personGivenName" : "KRISTER",
    "transactionId" : "6c02cc081cec7872",
    "startDate" : "2021-01-25T09:24:42.319+0000"
  },
  "time" : "2021-01-25T10:26:21.000+0100",
  "type" : "sign_final_part",
  "user" : {
    "personName" : "<Non authenticated user>",
    "ipAddress" : "2.248.79.61"
  },
  "eventId" : 31,
  "eventClass" : "agreement_signed",
  "id" : "62c0cf90-5eef-11eb-ab05-b1fc20fc760f"
} ]
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Purpose

This document gives an introduction to the collection of reference documentation added to each
agreement signed using Egreement’s service. In case of agreement disputes, this documents and its
referrals should be used as a handbook on how to verify agreements.

Overview

Agreement and workflow basics are introduced in this document in order to be able to understand the
reference documentation.

Glossary

Term Description

Agreement File Attachment to the agreement, for example an
uploaded PDF, image, or free text, entered by
agreement creator.

Agreement Creator User who creates the initial agreement and add
contracting parties.

API Application Programming interface

Audit Log The log of events associated with each agreement.

CMS Cryptographic Message Syntax

Container The file which holds the agreement including all

metadata such as audit log, documentation,
verification, Etc.

Contracting Party User who is to sign an agreement.

Egreement The company providing the agreement signing
service. Egreement AB,
https://www.egreement.com

EID Electronic identity such as a certificate or online
identity of some kind.

Hash A cryptographic hash, see Signing
JSON JavaScript Object Notation

NTP Network Time Protocol

OCSP Online Certificate Status Protocol
PKCS Public Key Cryptography Standards



https://www.egreement.com



Term Description

PKI Public Key Infrastructure
PDF Portable Document Format from Adobe Systems
Signee When a contracting party has signed an

agreement, the party becomes a signee.

TBS To Be Signed. A textual representation of an
agreement.
Verification Page(s) appended to the end of the visible part of

the agreement, summarizing agreement
information, including a timeline.

XML Extensible Markup Language

Agreement Basics

An agreement has a number of artifacts that together form an agreement:

@greement

Agreement Name

Agreement ID

Agreement files Audit log

Attachment-1 Created
Attachment-2 User 1 viewed
Attachment-3 User 1 signed

User 2 viewed

User 2 signed

Figure 1. Agreement content

* Agreement name chosen by Agreement Creator.
* Agreement ID automatically generated by Egreement’s system.
* Files of different formats, such as text or images, that form the contractual part of the agreement.

* Audit log, created by the Egreement system, keeping records of all major events that have taken





place in the process of concluding the agreement.

» Reference documentation on how Egreement manages agreement creation, signing and conclusion.
This very document is the introduction and first part of the reference documentation.

Version Properties

The following properties apply for the current version of the agreement implementation:

» Agreement File hash algorithm: SHA-256
» Agreement File hash encoding: Hex string
 Reference documents:

o Overview

o Container Format

o Signing

o Validation

Workflow

The Egreement workflow contains a number of stages.

Create agreement - Start
Add agreement files - Upload attachments
Add contracting parties - Add people who are to sign the agreement

Signature creation - All contracting parties sign the agreement

S

Download - Agreement can be downloaded (optional)

Agreement Creation

When an agreement is to be created, the user chooses a name for the agreement and an ID is
automatically generated.

Agreement Files

An agreement file is a part of the agreement. The file can be of any format. If the file format can be
presented by the Egreement software, a visual representation will be shown to the contracting parties.





Contracting Parties

After the agreement has been set up, all contracting parties who should sign the agreement are added.

Signature Creation

The user should always sign the complete agreement including all attached files. Metadata which will
serve as proof of user consent to the agreement will be automatically added by the system, making the
agreement tamper proof and self-contained. Each signee can choose from a set of signature methods.
The actual signature creation is handled differently depending on signing method.

In the signature workflow, a number of signees can individually sign the same agreement. The
aggregated signature result will be added to the agreement as proof of the agreement’s validity. Signing
is described in detail in Signing.

After the last signee has signed, the agreement will be concluded and therefore the process and
agreement files will be closed.

Download

It is possible to download an agreement from the system to store it offline. The downloaded agreement
is tamper proof, as all parts of the agreement, including main file, attachments and all other artifacts,
are tied to every individual signee. Since this downloaded agreement is more than just a document, it
is referred to as a Container.

Egreement currently supports PDF as container-format which is described more in detail in Container
Format.

Logging
All actions associated with the agreement are stored in the audit log.
Dispute

In case of dispute about a signed agreement where the different signees disagree, the Validation
document describes the process how to verify the agreement’s validty.

Reference Documentation

Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.





Document name

Container Format

Signing

Validation

BankidValidation

SEID-Prosjektet

Cryptographic Message Syntax

Description

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01

https://www.ietf.org/rfc/rfc2630



https://www.ietf.org/rfc/rfc2630
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Purpose

This document is targeted for contracting parties and arbitrators that create, sign and/or evaluate
agreements concluded through the Egreement application. The document describes the content,
structure and semantics of the agreement container, required to understand in order to evaluate
agreements or settle possible disputes.

Overview

An agreement in the Egreement sense is not just a single document. Instead, an agreement is a
collection of different information artifacts concerning an agreement made between one or more
contracting parties. Artifacts can be the text on which agreement parties are to agree, individual
parties’ acceptance statements, or records of the events associated with the conclusion of the
agreement. In order to store this information in a secure and self-contained manner, a Container is
needed. The container is simply a file storing all the information needed in a structured and well-
defined way.

Generic Container Structure

The container includes the following artifact types:

* Agreement File - One or more documents, or other types of files (such as images), either uploaded
by the agreement creator or provided by the Egreement application, that togehter constitute the
agreement.

* Audit Log - A log, created by the Egreement system, with recordings of all major events that have
taken place in the process of concluding the agreement.

* Reference Documentation - Documentation how Egreement manages agreement creation, signing
and closing.

* Verification - An agreement summary, including a listing of included agreement files, signees and
an extract of the audit log.

PDF Container

The container format used by Egreement is PDF. All of the listed artifact types are stored as so called
attachments in the PDF container. The reason for adding agreement artifacts as attachments is that
this makes it possible to provide traceability throughout the complete signing process. In order for a
reader to easily be able to view the contents of the agreement, a selection of the attachments is
"mirrored" to the main (visible) part of the PDF.





@greement PDF Container

— il “

Agreement File 1
Agreement File 2
Visualization of Agreement File N
Agreement File 1-N
Reference Documentation 1
Reference Documentation 2
Reference Documentation N

Audit Log I

Verification I Verification I

Figure 1. Container Overview

Not all PDF viewers are able to list and/or present PDF attachments. Therefore, it is
recommended to use the official Adobe Acrobat Reader to view Egreement PDF
containers.

Each attachment is given a numeric prefix to its name in order to sort the files correctly in the list. Also
note that the description field holds the artifact type of the attachment.

@ Attachments X
@ B &
Name ~ Description Modified
5 01-CarContract.pdf Agreement File-456-5654-10  29/04/16 14:25:26
i‘ 02-Carlmage.jpg Agreement File-456-5654-12 29/04/16 14:25:27
) 03-CarSound.m4a Agreement File-456-5654-13  28/04/16 14:25:27
: 04-auditlog.json Audit Log 29/04/16 14:25:27
= 05-Overview.pdf Reference Documentation 29/04/16 14:25:27
= 06-ContainerFormat.pdf Reference Documentation 29/04/16 14:25:27
5 07-Signing.pdf Reference Documentation 29/04/16 14:25:27
= 08-Validation.pdf Reference Documentation 29/04/16 14:25:27
= 09-verification.pdf Verification 29/04/16 14:25:27

Figure 2. PDF Attachments





How to Validate

The container is a valid PDF agreement if it holds the artifacts defined above.

Container Content

Agreement File

Artifact type: Agreement file

Agreement files are the parts of the agreement which the agreement creator uploads or selects to be
included. These could be documents, forms, images or virtually any type of file. Furthermore,
agreement files can be divided into two categories, agreement files possible to visualize and non-
possible to visualize.

Agreement Files Possible to Visualize

Files possible to visualize, are added as attachments to the container just as all other artifact types, but
they are also mirrored to the visible part of the agreement PDF. This allows the user to quickly view
the content of the main parts of the agreement. Files that typically are possible to visualize, are PDFs,
image-type files and text files.

Agreement Files Non-Possible to Visualize

Agreement files non-possible to visualize, are not mirrored to the visual part of the agreement PDF,
though it is represented with name, size and hash of the file. These file types are typically technically
hard or impossible to create a visual representation of, e.g. a sound file or a video file.

How to Validate

To understand what has been agreed and to establish if there is a dispute or if the disagreement
between the contracting parties is actually covered by the agreement, please read and understand the
actual content of the agreement.

Audit Log

Artifact type: Audit log

The audit log attachment is a well-defined, JSON formatted, document presenting all the important
events that have occurred from when the agreement was created until the agreement was closed.
Refer to the "Workflow" chapter in Overview for more details.

The following audit log entry types are defined:





* Agreement Created

* Agreement Viewed

* Agreement Signed

* Agreement Rejected

* Agreement ExpireOn Changed

* Message Sent

The different log entry types are described in detail below.

Common Structures
All log entry types share common information that is included in every log entry logged.

Table 1. Common Attributes

Parameter name Parameter value example Description

time 2016-03-21T10:03:28.010+0000  Time when the entry was logged
as yyyy-MM-dd'T'HH:mm:ss.SSSZ.

id 540431 (or 1e8f69a4-07c1-11e8-  An ID of this particular event

ba89-0ed5f89f718b) (can either be a numeric long

value or Time based UUID).

event(lass agreement_created Name of the type, as listed
below.

eventld 10 Each type includes a set of IDs.

See respective log entry type
description for details.

userInfo See UserInfo Information about a user.

UserInfo

The UserInfo structure holds information about the user triggering an event, users being contracting
parties of an agreement as well as other users. Note that only a subset of the parameters is included,
depending on the situation where the UserInfo structure is used.

Table 2. UserInfo

Parameter name Parameter value example Description

ipAddress 212.94.55.131 The IP address of the user.

email Jjohn@example.org The user’s email address.

personNr 19550505-1234 The user’s Swedish personal
identity number.



https://en.wikipedia.org/wiki/Universally_unique_identifier



Parameter name Parameter value example Description

personName John Smith The first and last name of the
user.

personGivenName John The first name of the user.

personSurname Smith The last name of the user.

orghr 551234-1234 The organization number of the

organization on behalf of which
the user is operating.

orghame Acme AB The organization name of the
organization on behalf of which
the user is operating.

AgreementFileInfo

The AgreementFilelnfo structure holds information about an agreement file, e.g. a PDF uploaded by the
user. See Agreement File.

Table 3. AgreementFileInfo

Parameter name Parameter value example Description
fileld 6572354654 (or 75928ba0-2369- The system generated ID of the
11e8-b467-0ed5f89f718b) agreement file (can either be a

numeric long value or Time
based UUID).

fileName MyEmployeeAgreement.pdf The user defined name of the
agreement file.

fileMimetype application/pdf The agreement file mime type.

fileSize 42253 The size, in bytes, of the

agreement file.

fileHash 3d7c514b...66b786a4 The hash of the agreement file,
encoded as a hex string.

How to Validate

See Validation how to validate the entire audit log.

Agreement Created

This event is logged when the agreement is created. This is always the first log entry for each
agreement, i.e. no events can take place before this event has occurred.

* EventClass: agreement_created



https://en.wikipedia.org/wiki/Universally_unique_identifier
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* Eventld:

> 10: When a private user creates an agreement using the web application.

> 11: When a company user creates an agreement using the web application.

o 12: Agreement created using the APIL

Table 4. Agreement Created Specific Information

Parameter name

agreementName

agreementId

agreementVersion

agreementlocale

signees

agreementFiles

How to Validate

Parameter value example

MyEmployeeAgreement

12345678901234 (or 75928bao0-
2369-11e8-b467-0ed5f89f718b)

1.11

Sv_SE

List of UserInfo

List of AgreementFileInfo

Description

User specified name of the
agreement.

System generated ID of the
agreement(can either be a
numeric long value or Time
based UUID).

Version of the agreement
container format.

Locale of the agreement
container.

A listing of the signees defined
as parties in the agreement.

A listing of the agreement files
included in the agreement.

Validating this audit entry requires a number of steps all documented below.

EventTypeld Validation

Check that the UserInfo field is populated correctly according to EventType. See UserInfo for details.

Table 5. EventType effect on UserInfo

Type
10

11
12

Agreement Metadata

All metadata parameters must be validated according to table below.

How to validate UserInfo

orgNr and orgName must not be set

personNr, orgNr and orgName must be set

orgNr and orgName must be set

Table 6. Agreement Created Metadata Verification



https://en.wikipedia.org/wiki/Universally_unique_identifier
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Parameter name How to validate

agreementName Must be present

agreementId Must be present

agreementVersion Must be less than or equal to 1.12
agreementlocale If present, Must be a valid locale and container

verification page must be in this language
signees See Signees Validation

agreementFiles See Agreement File Validation

Agreement File Validation

Validate that all Agreement File are the correct ones, that they are included, and that there are no
additional files than the ones listed in the audit log.

Audit Log

Check all agreement files in this audit entry and verify that they all exist in the container. Do this by
identifying the attachment by the ID and name stated in the audit entry.

Attachments

Check all agreement files in the PDF container by searching after the Artifact type: Agreement file and
make sure that they are all listed in the create agreement audit entry.

Check Hashsums

For each agreement file, compute the hash and check that the hash in the audit entry is correct.

Signees Validation

Make sure that each signee has an Agreement Signed audit entry. Also check that the number of signees
is equal to the number of Agreement Signed entries.

Agreement Viewed
This event is logged every time an agreement is viewed or downloaded.

* EventClass: agreement_viewed
* Eventld:
o 20: When a user views an agreement using the web application.
> 21: When a user views an agreement using a mail link.
o 22: When a user views an agreement by downloading it using the web application.

> 23: When a user views an agreement using a mail link that is protected using two-factor
authentication.





Agreement Viewed Specific Information

None

How to Validate

Check that time of entry is after Agreement Created.

Agreement Signed

This event is logged every time a user signs an agreement.

* EventClass: agreement_signed

* Eventld:

> 30: When a user signs the agreement, not being the last signee.

> 31: When a user signs the agreement as the last signee.

> 32: When a user tries to sign the agreement but signing fails.

Table 7. Agreement Signed Specific Information

Parameter name

signeelnfo

signMetadata

Table 8. SignMetadata
Parameter name

signatureMethod

signature

ocspResponse

How to Validate

Parameter value example
See UserInfo

See SignMetadata

Parameter value example

bankid

PD94bWwgdm...duYXR1cmU+

MIIEXgoBAK...jks3yrAUVE

Check that time of entry is after Agreement Created.

Description
Information about the signee.

Signing metadata produced in
the signing process.

Description

The ID of the signing method
used.

The signature encoded as
Base64. The underlying format
depends on the signature
method used.

The OCSP response message
encoded as Base64. This
parameter is only included for
some signing methods.





EventType Validation
Table 9. EventType effect on validation

Type
30

31

TBS Validation

How to act
Verify as described below.

Verify as describe below, and once done, check
that there are no more Agreement Signed entries
in the audit log.

In case of an advanced signature method, re-create TBS according to Signing. The TBS algorithm
requires a number of inputs that should be recovered from Agreement Created.

For non advanced signature methods, TBS validation is not applicable.

Signature Validation

Fetch the signature method pointed out by SigningMethod and verify the signature according to the

corresponding chapter in Signing

Signee Validation

The output from the Signature Validation should be validated according to table below.

Output type

Signature time

User attributes

TBS or hash of TBS

Hash algorithm

Agreement Rejected

How to validate

If a signature time has been registered, check that
this signature time corresponds to the time of the
Agreement Signed.

Check that the user attributes returned from the
signature method matches the attributes of the
SigneeInfo.

If TBS validation applies, check that TBS or hash
of TBS matches the re-created TBS from TBS
Validation

If TBS validation applies, and the TBS is returned
hashed, return name of hash algorithm.

This event is logged when the agreement is rejected. If this event occurs, the agreement is invalid.

* EventClass: agreement_rejected

¢ Eventld:





o 40: Agreement rejected by user.
o 41: Agreement auto-rejected due to validity timeout.

o 42: Agreement withdrawn by agreement creator.

Agreement Rejected Specific Information

None

How to Validate

If one of these audit entries are found, the agreement is not a valid agreement.

Agreement ExpireOn Changed
This event is logged when the agreement expiry date is changed.

* EventClass: agreement_expire_on_changed
* Eventld:

o 80: Agreement expiry date changed by user.

Table 10. Agreement ExpireOn Changed Specific Information

Parameter name Parameter value example

agreementPreviousExpireOn 2016-03-21T10:03:28.010+0000

agreementExpireOn 2016-03-31T10:03:28.010+0000
How to Validate

Check that time of entry is after Agreement Created.

Message Sent

Description

Time when agreement was
scheduled to expire as yyyy-Mi-
dd'T'HH:mm:ss.SSSZ.

Time when agreement is
scheduled to expire as yyyy-MM-
dd'T'HH:mm: ss.SSSZ.

A message is logged each time the system sends a mail to parties involved in the agreement.

* EventClass: message_sent

* Eventld:
> 50: Message sent due to event IDs: 10-12
> 51: Message sent due to event ID: 30.
o 52: Message sent due to event ID: 31.

> 53: Message sent due to event ID: 40.

10





o 54: Message sent due to event ID: 41.

o 55: Message sent when agreement is shared.

> 56: Message sent when agreement sharing is cancelled.

o 57: Message sent when agreement validity is about to expire.
o 58: Message sent as a reminder of agreement creation.

> 60: Message sent due to event ID: 20-23.

Table 11. Message Sent Specific Information
Parameter name Parameter value example Description

sentTo List of UserInfo A listing of the users to whom
the message is sent.

How to Validate

Check that time of entry is after Agreement Created.

Format

The audit log is included in the container as a JSON-formatted file.

Audit log example
[ {
"agreementId" : "160400034502",
"agreementName" : "Package patent",
"agreementVersion" : "1.11",
"agreementlLocale": "sv_SE",
"agreementFiles" : [ {

"fileSize" : "722085",
"fileId" : "4081",
"fileHash" : "01e70b3f3d48df504119a912e171df2f253332a8bf73d052c004e27bf64671a0",
"fileMimetype" : "application/pdf",
"fileName" : "patent.pdf"
i
"fileSize" : "180269",
"fileId" : "4082",
"fileHash" : "96e0a461e285986ae6e3a2b581568c89d1dae77ae580fea1859faab2e594ec4db”,
“fileMimetype" : "image/png",
"fileName" : "fig1.png"
P
"signees" : [ {
"personNr" : "191111112222",
"personName" : "Alice A"

hoA
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"personNr" : "193333334444",
"personName" : "Bob B"
P
"id" : 778333,
“time" : "2016-04-26T16:39:30.000+0000",
"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"
H
"eventClass" : "agreement_created",
"eventId" : 10
boA
"id" : 778334,
"time" : "2016-04-26T16:39:31.000+0000",
"eventId" : 50,

"event(lass" : "message_sent",

"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"

H

"sentTo" : [ {
"email" : "alice.a@eavtal.se",
"personName" : "Alice A"

}]

}oAo

"signingMethod" : "bankid",

"signeelnfo" : {
"personSurname" : "B",
"personNr" : "193333334444",
"personGivenName" : "Bob",
"personName" : "Bob B"

}

igningMetadata" : {
"ocspResponse” : "MII...z5Q==",
"startDate" : "2016-04-26716:39:32.000+0000",
"signatureMethod" : "bankid",
"signature" : "PD9...cmU+"
I
"id" : 778335,
"time" : "2016-04-26T16:39:43.000+0000",
"user" : {
"personNr" : "193333334444",
"personName" : "Bob B",
"ipAddress" : "1.2.3.4"
i

"event(Class" : "agreement_signed",





"eventId" : 30
}]

Reference Documentation

Artifact type: Reference documentation

Included in the container is also the reference documentation which documents the container format,
overview and details about signing and validation, Etc.

Table 12. Reference Documentation
Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.

Container Format Describes the details of how agreement
information is stored within the container PDF.

Signing Describes how Egreement handles the signature
process.

Validation Describes how to validate a container. Makes
references to other documents for validation
details.

BankidValidation Signature Profile for BankID, v2.3

SEID-Prosjektet Leveranse oppgave 3 - SEID-SDO - Dataobjekt for

langtidslagring og utveksling av elektroniske
signaturer, v1.01

Cryptographic Message Syntax https://www.ietf.org/rfc/rfc2630

Verification

Artifact type: Verification

The verification page is included as an attachment in the container, and is also mirrored to the visible
part of the container PDF. The purpose of the verification is to provide the reader with a summary of
the content of the agreement, in combination with important events that have occurred during the
agreement creation and signing process. An overview of the contents of the verification is given below.

Basic Information

Includes the most basic, and always present, information of the agreement. See Agreement Created for
more details.
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* Agreement ID
* Agreement name

* Agreement version

Creation date

Agreement Files

Lists the different files that the agreement includes. This is primarily the documents uploaded by the
user, which include agreement text and other data. See AgreementFileInfo for more details.

Each agreement file is listed with the following properties:

» Agreement file ID

* Agreement file name

* Agreement file mime type
* Agreement file size

* Agreement file hash

Signees

Lists the signees that have signed the document. See UserInfo for more details. Each signee is listed
with the following properties:

* Signee person number ID
» Signee name
 Signee sign date

Audit Log Extract

The verification ends with a summarizing extract from the audit log. It includes the most important
events and information from the audit log, whereas audit information that is of secondary importance
is filtered out.

Change Log

Agreement Version : 1.1

* Date of Change : 2017-02-28
* Logs

o Representation of agreement parts which are not possible to visualize are to include last
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modified date along with the existing information (Name, Size, Hash).

o Layout is also changed to display the additional information vertically.

- Agreement File section of Verification page to include last modified date & time.

o ToBeSigned (TBS) text is separated into two types(visible & hidden).

Agreement Version : 1.2

» Date of Change : 2017-03-15
* Logs
o File Title is included in non visible agreement parts.

- Removed file Hash information from Attest Page and included file title

Agreement Version : 1.3

» Date of Change : 2017-06-21

* Logs

o New Signature Methods EMail signature & Email signature with OneTimePassword introduced

Agreement Version : 1.4

* Date of Change : 2018-02-01
* Logs
o Audit Events are allowed to have id as Long (number) or UUID

o New Signature Method Click signature introduced

Agreement Version : 1.5

* Date of Change : 2018-05-31
* Logs

> Norwegian BankID is introduced

Agreement Version : 1.6

* Date of Change : 2018-07-31
* Logs

o More information about signature added on attest page
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Agreement Version : 1.7

» Date of Change : 2019-01-16
* Logs

o Draw signature image added on attest page

Agreement Version : 1.8

* Date of Change : 2019-02-01
* Logs

o Message Sent for viewed event added in auditlog.json

Agreement Version : 1.9

* Date of Change : 2019-04-04
* Logs

o Agreement locale added for agreement created event in auditlog.json

Agreement Version : 1.10

» Date of Change : 2019-05-16
* Logs

- Enable rendering of txt files on visual part of the PDF.

Agreement Version : 1.11

* Date of Change : 2019-05-14
* Logs

o Agreement expire on changed event added in auditlog.json

Agreement Version : 1.12

» Date of Change : 2020-04-20
* Logs

o Localized signing method display text on attest page & in auditlog.json
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Reference Documentation

Document name

Overview

Container Format

Signing

Validation

BankidValidation

SEID-Prosjektet

Cryptographic Message Syntax

Description

Gives an overview of the Egreement agreement
function and links to the other documents.

Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.

Describes how to validate a container. Makes
references to other documents for validation
details.

Signature Profile for BankID, v2.3

Leveranse oppgave 3 - SEID-SDO - Dataobjekt for
langtidslagring og utveksling av elektroniske
signaturer, v1.01

https://www.ietf.org/rfc/rfc2630
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Purpose

The purpose of this document is to provide deep knowledge of the signature process making it possible
to verify the signatures of agreements signed using the Egreement service.

Overview

This document describes how Egreement handles the signature process, including all steps from how
to produce signature texts to make all agreement files tamper proof, to how each Electronic ID (EID)
provider implements its signatures.

System

For the agreement signatures to be trustworthy, it is important that a stable and high-quality system
protects the signing process.

All parts providing evidence for the signature, such as hardware, operating system and software, have
to be trusted.

Hardware

Egreement’s signature software runs on a virtualized hardware platform. It is hosted in a data center
with high availability requirements, used by large banks and e-commerce companies.

Software

For a signature to be trusted, it is important that the timestamp can be reliable. Timestamps are used to
show when certain events occur and are an important evidence when validating an agreement.

The platform synchronizes its time over the standardized Network Time Protocol (NTP).

Electronic Signatures

An electronic signature is any electronic means that indicates either that a person adopts the contents
of an electronic message, or more broadly that the person who claims to have written a message is the
one who wrote it. Examples of electronic signatures are:

* Draw Signature - A handwritten signature drawn on a digital canvas.

» API Signature - A signature created by consuming the web service exposed by Egreement AB.

» SMS Signature - A signature created by responding to an SMS with context specific content.

* Email Signature with OneTimePassword - A signature created by One Time Password(OTP) based





email service.
* Click Signature - A signature created by personalized link.

» Cryptographic Signature - A signature created using a cryptographic key.
Some types of signatures are classified as advanced electronic signatures. Such an electronic signature:

* is uniquely tied to the signatory,

* makes it possible to identify the signatory,

* is created using material only controlled by the signatory and

* is tied to the signed data in such way that any changes can be detected.

Electronic signatures based on PKI, such as the Swedish BankID, Norwegian BankID and Telia EID
solutions, provide advanced electronic signatures.

Cryptography

Cryptography is a central part of many signature solutions, for example to provide tamper-proof
agreement files.

The following chapters introduce some concepts needed to understand cryptography based signatures.

Cryptographic Hash Functions

A cryptographic hash function is any function that can be used to map data of arbitrary size to data of
fixed size where it is practically impossible to find two pieces of input that produces the same hash
value. It is a one way transformation that produces the same result every time. The result is called a
hash and since it is a one way function, it is not possible to re-create the input behind a hash.

Examples on hash functions are:

* SHA.2
 RIPEMD
* Whirlpool

Asymmetric Encryption

In cryptography, two types of encryptions are most commonly used, symmetric and asymmetric
encryption. The difference between them is that the symmetric encryption uses one single key for both
encryption and decryption, while asymmetric uses one key for encryption and another for decryption.
The fact that there are two keys can also be used for creating signatures and serves as a base for many
types of EID. The EID solutions usually use the asymmetric encryption in a Public Key Infrastructure
(PKD).





Asymmetric encryption make use of keypairs that if a text is encrypted using one of the keys, the only
key that can decrypt the crypto text is the other key belonging to the pair. One key is private and
should not be shared with anyone, the other is public and is used to verify signatures created with the
private key.

Examples on asymmetric keys are:

* RSA
* DSA

Digital Signatures

When signing using asymmetric keys, the signature result is called a raw signature and is just a binary
blob of a specific size, without any information at all. In order for the signature to be used in a
distributed environment, there is a need to add information on who signed the blob, what was signed
and so on.

The combination of metadata and the raw signature is called a digital signature. Some information is
optional:

 Signature time

X.509 Signature Certificate

X.509 CA Certificates (who issued the X.509 Signature Certificate)
 Signature text (TBS)

* Hash algorithms used

« Signature algorithm used

* The raw signature
Examples on digital signature formats are:

* CadES/CMS/PKCS#7
* XAdES

Signing
To sign an agreement a number of actions need to be executed:

* Create text representation of agreement

* Create digital signature





Create text representation

For advanced electronic signatures, where the agreement contents is logically tied to the created
signature, the text needs to be prepared in order to suit the signing method used. The textual
representation of an agreement is also called To Be Signed, or TBS for short. The TBS is the actual text
that is to be digitally signed. For the whole agreement to be tamper proof, the agreement metadata
with all agreement files needs to be signed. Digital signature clients have limitations on the size of TBS.
It is not possible to sign the actual agreements, since there is a risk that the agreement files are too
large. Therefore cryptographic hash functions are used to reduce the size of the agreement files and
create a representation of it.

For non advanced signatures, where the agreement contents is not directly tied to the signature, the
above preparation is normally not needed.

Digital signature clients allow us to send two different types of TBS. They are:
* Visible TBS
* Hidden TBS

Visible TBS

TBS text that is exposed to the signatories by the digital signature clients. General information about
the Agreement is supplied to digital signature clients as a visible TBS.

Format

I sign: "Employment ACME Inc"
Egreement ID: 2394857302
Date: 26/04/2016

Hidden TBS

TBS text that is hidden from the signatories by the digital signature clients. Agreement content is
reduced to fewer characters using cryptographic hash functions is supplied to digital signature clients
as a hidden TBS.

Format





Content:

"Contract"
1103 b497 984e 433c 38d4 fdef 775 33ad Ocef 8c@7 9995 5b37 7c8e eddf 66f7 de73

"Codes of conduct"
2c¢f9 688d c483 2085 1112 6120 9001 58b2 ab2e 62b1 afd5 acch ebbb 5134 c7a4 9012

Create Digital Signature

For advanced electronic signatures, the cryptographic signature is created by applying the private key
from an asymmetric key pair on a dataset that previously has been hashed. In this context, the dataset
is the TBS. Different EID providers handles digital signatures in different ways, Signature Methods
describes all methods supported.

For non advanced signatures, signature creation will vary depending on the method.

Signature Methods

Currently, the following signing methods are supported:

» Swedish BankID (advanced electronic signature)

* Norwegian BankID (advanced electronic signature)
* Telia EID (advanced electronic signature)

* Draw Signature

* API Signature

* SMS Signature

* Email Signature with OneTimePassword

* Click Signature

These are described in detail below.

Swedish BankID

Swedish BankID is the largest EID provider in Sweden run by Finansiell ID-Teknik BID AB which is
owned by a number of large swedish banks.

It is a PKI based solution with support for filebased tokens as well as smart cards, supported on a
number of platforms for desktop and mobile.





Signature format

The BanKkID client produces an XML Digital Signature as specified in BankID Signature profile.

Audit log

Each signature transaction provides information used in user interface and audit logging:

* personNr - In the form of a Swedish personal identity number.
* personSurname - Surname in capital letters.

* personGivenName - Given name in capital letters.

* startDate - Date when signing was started.

* signatureMethod - Will be bankid or bankid-otherunit.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

How to validate
Validate the signature according to BankID Signature profile.
Output from validation to provide to Signee Validation in Container Format is:

» User attributes of the first certificate of the XML element KeyInfo with ID bidKeyInfo in the
signature.

* Hashed TBS.
* TBS Hash algorithm.

Norwegian BankID

Norwegian BankID is the largest EID provider in Norway run by BankID Norway AS.

It is a PKI based solution that uses a one time password in combination with a personal password,
supported on a number of platforms for desktop and mobile.

Signature format

The BankID client produces an XML Digital Signature as specified in SEID-Prosjektet.

Audit log

Each signature transaction provides information used in user interface and audit logging:

* personNr - In the form of a Norwegian personal identity number, when available.





name - Surname and Given name with initial capital letter.

startDate - Date when signing was started.

signatureMethod - Will be bankid-no or bankid-no-mobiTle.

transactionld - Transaction ID from backend system.

signature - Evidence, base64 encoded.

How to validate

The signature can be verified on https://www.bankid.no/en/private/solve-my-bankid-problem/read-
signed-documents/

» Base64 encoded TBS.
* TBS RS256 algorithm

Telia

Telia is the largest telephone operator in Sweden. One of the Telia offerings is the Telias electronic ID
service.

Telia’s solution is PKI based, issuing both filebased and smart card EIDs and targeting both private

users and organizations. As an example, the EIDs provided on the Swedish Tax Agency ID cards are
issued by Telia.

Signature format

The Telia client produces PKCS#7/CMS signatures as specified in Cryptographic Message Syntax. The
top structure type is a PKCS #7 signedData (1.2.840.113549.1.7.2) and always contains exactly one (1)

SignerInfo entry in signerInfos. The following signed attributes are included in the Signerinfo
signedAttrs:

Table 1. Signed Attributes

Attribute Name Attribute Value
1.2.840.113549.1.9.3 (PKCS #9 contentType) 1.2.840.113549.1.7.1 (PKCS #7 data)
1.2.840.113549.1.9.5 (PKCS #9 signingTime) Time of signing

1.2.840.113549.1.9.4 (PKCS #9 messageDigest) Hash of the content

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - In the form of a swedish personal number.
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* personSurname - Surname

* personGivenName - Given name

* startDate - Date when signing was started.

* signatureMethod - Will be telia.

* transactionld - Transaction ID from backend system.

* signature - Signature, base64 encoded.

How to validate

Validate the signature according to 5.6 Message Signature Verification Process in Cryptographic
Message Syntax.

Output from validation to provide to Signee Validation in Container Format is:
» User Attributes of the signer certificate in the element SignedData certificates in the PKCS #7
signature.

* Hashed TBS
* Hash algorithm

Draw Signature

The draw signature signing method is an electronic counterpart to traditional handwritten signatures.
Using draw signature, the end user draws a signature on a web canvas. The signing method is not
classified as an advanced electronic signature in that it does not tie the user to the contents signed and
does not identify this signatory. Yet, the method can be suitable in use cases where advanced electronic
signatures are not required.

Signature format

The signature is represented as a SVG/PNG image.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* personNr - In the form of a swedish personal number.

* personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be draw-signature.

* signature - The SVG or PNG image, base64 encoded.





* signatureContentType - The content type of signature eg. image/svg, image/png.

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature. Also, as the case of traditional handwritten signatures where
there are no formal requirements placed, ocular comparison does not add to trustworthiness.

API Signature

The API Signature is an electronic signature which is done by consuming the web service exposed by
Egreement AB. Using API Signature, the end user signs the agreement by making a request to the web
service. Using this method, user can also send the timestamp of actual time when the sign event took
place. This signing method is not classified as an advanced electronic signature in that it does not tie
the user to the contents signed and does not identify this signatory. Yet, this method can be suitable in
use cases where advanced electronic signatures are not required.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

» personNr - In the form of a swedish personal number.

* personSurname - Surname

* personGivenName - Givenname

* signatureMethod - Will be api-signature.

* signedOn - Time at which the agreement was actually signed (stated by user)

How to validate

Due to the nature of this kind of signature, the signature in itself cannot be machine validated in the
same way as an advanced signature.

SMS Signature

SMS Signature is an electronic signature created by responding to an SMS with context specific
content. The content of the SMS is One Time Password (OTP), a 6 digits number sent to the registered
mobile no of the signee. The Signee has to submit the OTP in order to sign the agreement. The OTP
Number is generated by TOTP algorithm by hashing the current time along with the agreement
information. OTP can be regenerated and verified by the same logic provided the given time &
agreement information are same.





Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* mobile - Mobile no of the signee.

* timestamp - Date when signing was started.

« agreementName - Name of the agreeement.

* signatureMethod - Will be sms-signature.

OTP - One Time Password.

How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, mobile, timestamp).
* HASHLG : Use SHA-256 algorithm to generate hash of the given input.
* hash (array): HASHLG( agreementName + mobile + timestamp)
» random (function): hash[ ${param1} ] & ${param2} << ${param3}
* otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Email Signature with OneTimePassword

Email signature with OneTimePassword is an electronic signature created by One Time Password(OTP)
based email service. The content of the Email is One Time Password (OTP), a 6 digits number sent to
the registered email address of the signee. The Signee has to submit the OTP in order to sign the
agreement. The OTP Number is generated by TOTP algorithm by hashing the current time along with
the agreement information. OTP can be regenerated and verified by the same logic, provided the given
time & agreement information are same.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:
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* email - Email address of the signee.

* timestamp - Date when signing was started.
« agreementName - Name of the agreeement.
* signatureMethod - Will be email-signature.

OTP - One Time Password.

How to validate

One Time Password (OTP) can be verified using the following algorithm from the attributes
(agreementName, email, timestamp).
* HASHLG : Use SHA-256 algorithm to generate hash of the given input.
* hash (array): HASHLG( agreementName + email + timestamp)
» random (function): hash[ ${param1} ] & ${param2} << ${param3}
* otp : Follow the below steps to generate OTP from the hash.
o offset = random(hash.length - 1, 15, 0)

o binary = random(offset, 127, 24) | random(offset + 1, 255, 16) | random(offset + 2, 255, 8) |
random(offset + 3, 255, 0)

o otp = binary % 1000000
o If the output is less than 6 digits, add the remaining digits as '0' in prefix.

* Now verify the ${otp} generated against the OTP that you can find in the auditLog.json.

Click Signature

Click signature is an electronic signature created by using a personalized link. The personalized link
can be shared by email or directly in an integrated application. When the signee visits the link, it will
take him to the agreement review page where he can click the sign button to sign the agreement.

Audit log

Each signature provides data for the Agreement Signed specified in Container Format. The data
provided is:

* email - Email address of the signee.
* timestamp - Date when signing was started.

* signatureMethod - Will be click-signature.

How to validate

Due to the nature of this signature , we can’t validate the authenticity of the signature. Signatories has
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to keep the link secret.

Reference documentation

Document name

Overview

Container Format

Signing

Validation

BankidValidation

SEID-Prosjektet

Cryptographic Message Syntax
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Gives an overview of the Egreement agreement
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Describes the details of how agreement
information is stored within the container PDF.

Describes how Egreement handles the signature
process.
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references to other documents for validation
details.
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Purpose

Agreements might need validation in case of disputes where one or more contracting parties renounce
that he or she intentionally signed the agreement. Since an agreement e-signed using Egreement’s
service is self-contained, tamper proof and legally binding, validating the agreement can be enough to
settle legal disputes. This document describes all the steps needed to validate the agreement.

Overview

Validating an agreement is quite a complicated process requiring technical skills or software. The
agreement is stored as a PDF container where any proof of the validity of the agreement is contained
inside the actual container. The process spans from controlling the actual agreement content to
validating the Public Key Infrastructure (PKI) signature status.

The parts that should be validated and covered by this and other references documents are:

e Container validation
* Agreement content

* Retracing signature steps

Container Validation

Verify that the container is an agreement PDF container. See the "Container Content" chapter in
Container Format.

Agreement Content

Read and validate all parts of the agreement attached to the container. See "PDF Container" Container
Format how to locate all files of the agreement.

Retracing Signature Steps

The audit log is a list of entries holding all actions associated with the agreement, from creating the
agreement to the last signee signing the agreement. The list is sorted by the time each action was
logged.

Audit Log Validation Process

Validate each audit entry in the log according to the "How to validate" section of each specific audit
entry type chapter. The audit entry types are described in detail in Container Format, where each





entry type is described in a separate chapter.

If validation of one step fails or if the audit entry does not exist in Container Format, the agreement is
considered invalid.

If validation of an entry fails, it is important to analyze why before the agreement is discarded. It is
important to establish if the agreement is considered invalid because someone has tampered with it, or
if there are errors in the tools or in the documentation?

References

Document name Description

Overview Gives an overview of the Egreement agreement
function and links to the other documents.

Container Format Describes the details of how agreement
information is stored within the container PDF.

Signing Describes how Egreement handles the signature
process.

Validation Describes how to validate a container. Makes
references to other documents for validation
details.
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